Risk assurance program
Providing transparency into security risk management

At Coalfire, the security of our customers’ information is of paramount importance. Our assessment projects regularly come into contact with sensitive details about your organization, such as policies, procedures, configuration documents, diagrams, and internal security practices. To help build trust, credibility, and assurance that Coalfire is a security-minded partner, we have developed a risk assurance program that provides transparency into our internal security risk management program.

COMPREHENSIVE INFORMATION SECURITY PROGRAM
The information security program surrounding CoalfireOne™, our proprietary assessment platform, and our broader Coalfire Assessment System (CAS) is regularly audited and examined in accordance with our security testing policy. This policy requires examination of our program annually through an external audit. In February 2018, Coalfire was awarded a SOC Type 1 accreditation by BARR Advisors, with the intent on moving to Type 2 in summer 2018.

Our information security program is based on ISO 27001/2 and NIST 800-53 controls and is governed by our chief information security officer, who regularly reports and communicates program status to the Coalfire Executive Leadership Team (ELT) and Board of Directors. Control implementation is reviewed on an annual basis by external examiners in accordance with our security testing policy.

Security controls program
This program addresses physical security, information classification, personnel security, acceptable use, vendor management, and other issue-specific topics. Implementation details are outlined in our documented policies and standards, and relevant areas are published to employees on a need-to-know basis.

IT baseline controls
- **Cryptographic controls:** All “sensitive and proprietary - customer information” is protected via strong cryptography while in transport and storage.
- **IT change management:** All changes to the CAS are documented with key information (i.e., change rationale, backout procedures, potential risks, and implementation procedures) and approved in accordance with a risk-based scale.
- **Systems management:** All systems are managed through a change management database that records problems, system purpose, and status.
- **Network management:** Remote access into the network is controlled through multifactor authentication VPN access to approved users. Additionally, robust monitoring tools identify network-based threats that could signal an intrusion.
- **Security testing:** We examine system and network-based vulnerabilities monthly. Network- and application-level penetration testing is conducted annually. Additionally, an independent auditor reviews our entire program annually, forming the basis of our SOC2 accreditation.
Understand the controls we’ve implemented to protect your information throughout your assessment.

About Coalfire

Coalfire is the cybersecurity advisor that helps private and public sector organizations avert threats, close gaps, and effectively manage risk. By providing independent and tailored advice, assessments, technical testing, and cyber engineering services, we help clients develop scalable programs that improve their security posture, achieve their business objectives, and fuel their continued success. Coalfire has been a cybersecurity thought leader for more than 17 years and has offices throughout the United States and Europe. Coalfire.com

Download our risk assurance program white paper at Coalfire.com/Risk-Assurance-Program
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