Cyber automation, engineering, and orchestration

Coalfire delivers innovative, unique, and customized continuous diagnostics and mitigation (CDM) solutions that augment risk situational awareness and improve overall security posture. We also provide technical engineering and operational/program security support for integrated, modernized systems that leverage cloud mobility and other solutions.

Security Integration and Orchestration
Our team analyzes the implementation of security tools across an organization to support optimization and enhancement. Allow us to get the most out of the existing assets and licenses you already have. Prioritizing, repurposing, and reconfiguring of current products in many cases can help avoid costly acquisition.

Information Security Continuous Monitoring (ISCM)/Continuous Diagnostics and Mitigation (CDM)
When planned, implemented, integrated, and maintained correctly, ISCM/CDM can dramatically increase the effectiveness of your organization’s information security risk management program.

Security Architecture and Engineering
Appropriate network architecture and deployment of cybersecurity solutions and sensors are critical to properly detecting and defending against compromise. Engineer your network to isolate critical functions and compartmentalize to reduce the impact of a security event. It’s not if, it’s when.

Mobility and Wireless
Allow our team of mobile security experts to configure and deploy your mobile platform and applications via mobile ecosystem setup/integration with security programs; mobility posture assessments, including mobile app security vetting; and product development risk assessments.

Vulnerability Assessments
Our experienced team performs technical assessments of hosts, databases, and applications to identify deficiencies in asset management, vulnerabilities, and configurations. This assists in prioritizing an efficient plan to strengthen cyber defenses by ensuring consistency and completeness of security processes.

Secure Cloud Solutions
As a Third Party Assessment Organization (3PAO), we work with more industry-leading cloud service providers than anyone. Our expertise and knowledge of cloud environments and services allow us to determine the best approach for your organization to leverage the cost savings and flexibility the cloud can offer, without compromising the security of your operations and data.
Department of Homeland Security

Our team works closely with Northrop Grumman to support the Department of Homeland Security’s (DHS) CDM program, including implementation at USAID, Department of Commerce, Department of Labor, Department of Justice, and Department of State. Our team specifically provides program management, CDM subject matter expertise, governance guidance, policy development and implementation, and user training. This complex solution is a deployment of several industry-leading tools that perform configuration, vulnerability, and inventory monitoring for more than 500,000 endpoints integrated into a single, unified view for key government stakeholders to make effective cybersecurity decisions.

The tool suite includes:
- RSA Archer
- Splunk
- McAfee Vulnerability Manager
- Tenable SecurityCenter Continuous View (SCCV)
- Tripwire IP360
- IBM BigFix
- McAfee ePO
- ForeScout CounterACT
- RES ONE Workspace

Department of Justice (DOJ)

Since March 2005, our team (as a subcontractor to prime contract holder Northrop Grumman) continues to support information technology systems and services (ITSS) and multiple DOJ-component efforts by providing information security enterprise-level support services. Our seasoned team members are subject matter experts (SMEs) who provide support in the areas of FISMA program management/compliance, Risk Management Framework (RMF), DOJ information security program, information system security officer (ISSO), information assurance policy, incident response, threat and vulnerability management, and business analysis. Our team members also served as SMEs for mobile security/mobile device management, ensuring DOJ’s successful implementation.

The tool suite includes:
- RSA Archer
- Splunk
- McAfee Vulnerability Manager
- Tenable SecurityCenter Continuous View (SCCV)
- Tripwire IP360
- IBM BigFix
- McAfee ePO
- ForeScout CounterACT
- RES ONE Workspace

TRUSTED INSIGHT FOR NAVIGATING THIS COMPLEX CYBER WORLD

GSA Schedule 70
- 132-45A Pen Test
- 132-45C Cyber Hunt
- 132-45D Risk & Vulnerability Assessment (RVA)

Other contract vehicles
- CDM BPA Subcontractor
- SeaPort Enhanced prime contract
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